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AUTHENTICATION (AAA) MODULE

Authentication Module is basically and AAA Radius 
Management tool that can serve multiple identity 
resources and network devices with its service 
and group structure that can run on a single server. 
It supports standalone or subordinate CA SSL ar-
chitecture with its built-in Certificate Authority. It 
can serve instant interventions on live systems.

It supports standalone or subordinate 
CA SSL architecture with its built-in 
Certificate Authority.

It securely provides the desired authentication by accessing external 

identity resources.Whether the user is in the domain or not, it transmits 

identity and role information to security devices with Network SSO 

feature. In this way, the administrator is allowed to write security rules 

based on usernames. 

If a secure connection such as TLS/TTLS is needed, S3M developers 

created a very functional tool that called “Client Connectivity Tool”, which 

provide tools that automate user settings for MAC, Windows, Android and 

Linux OS.

The multi-service architecture allows identity au-
thorization according to each customizable flexible 
dynamic parameter such as usernames, MAC ad-
dresses, connection tools, location, so on.
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